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THE IMPACT OF EMERGING TECHNOLOGIES IN THE WORKPLACE:
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Throughout the United States and most industrialized countries, private and public sector employers are purchasing and implementing new advanced technologies that enhance the monitoring of security and productivity while substantially increasing the level of intrusion into employee privacy. Like most new products, emerging technologies are marketed with an emphasis on the potential benefits but notably without regard to possible negative consequences for the workforce. As noted in a report prepared by the Union Network International† (“UNI”) on contemporary workplace surveillance, employers often blindly adopt technological software capabilities without considering their adverse impacts.‡
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Employer implementation of new technologies is rationalized as a managerial prerogative aimed at increasing efficiency, tracking employees, and monitoring employer-owned property. Studies reported in the New York Times demonstrate, however, that workplace technologies that encourage and facilitate multitasking often result in increased errors and lower productivity. As columnist Ellen Goodman has observed, “[w]hen the chief product of ‘productivity’ is a bumper crop of mistakes and the primary ‘shortcut’ has become a leap to conclusions, we finally have a strong reason to push back against the clock.”

In addition, employers often ignore the adverse consequences to employee morale and occupational health from the impact of such technologies. Technologies with expansive surveillance capabilities can lead to stress, alienation, and dehumanization of the workforce, resulting in unintended decreases in worker productivity and job satisfaction. Business Ethics Professor James Hoopes has warned that the intensity of new technological surveillance may result in an increase in “management by stress.” The introduction and application of new workplace surveillance technologies may exacerbate employee fears and tensions caused by the increasingly dire economic news stemming from the current recession.

Overuse of e-mail and portable communication devices containing tracking technology, such as BlackBerrys, can intensify work related stress and anxieties. A lengthy disruption in BlackBerry service in April 2007 resulted in emotional reactions and even paranoia among some BlackBerry users. Harvard University Clinical Associate Professor of Psychiatry John Ratey has proposed a new label—“acquired attention

3. See id. at 4.
deficit disorder”—to describe a psychological disorder resulting from the addictive qualities associated with the use of various communication devices such as BlackBerrys. In an article reporting on the fall-out from the BlackBerry blackout of 2007, Dr. Ratey is quoted as stating: “I liken it to a drug . . . . Drug addicts don’t think; they just start moving. Like moving for your BlackBerry." According to Dr. Ratey, the treatment for addiction to technology will be as difficult as treating such ailments as food addiction. Although the psychological impact of the BlackBerry disruption has raised awareness regarding technologically based workplace stress and addiction, the adverse impact of sophisticated employment-related surveillance technology on both employees and supervisors remains largely unexamined.

The growth of occupational stress caused, in part, from the introduction of new workplace technologies has led some labor unions to adopt specific strategies to respond to the problem. These strategies include: collective bargaining demands, worker education and union activist training, legislative initiatives, union-initiated stress surveys, and inspections and investigations of workplaces.

Over thirty years ago, in NLRB v. J. Weingarten, Inc., the U.S. Supreme Court recognized that the use of new technologies increased employee anxiety, thereby justifying the National Labor Relations Board’s (“NLRB”) conclusion that employees have a statutory right to union representation during a disciplinary interrogation.

Although emerging technologies can dehumanize, they also have the potential to benefit both employers and employees by making the workplace safer. For example, the Federal Mine Safety and Health Administration has approved the use of a wireless tracking system in mines aimed at protecting miner safety.
Without substantive limitations on their use, these technologies can create a sizeable imbalance between employer surveillance and the reasonable expectations of employees that they will not be subject to perpetual real-time monitoring. Such a disparity may lead to employee demoralization along with a possible resurgence in employee activism.

This article will examine the legal and policy issues, and practical consequences connected with certain emerging technologies in the workplace. These modern technologies, defined in each section below, are: mandatory genetic testing for disease and the collection of DNA samples for employee identification purposes, global positioning systems (“GPS”), radio frequency identification (“RFID”), and biometrics. While the privacy and productivity implications of e-mail and Internet use by employees are immense, this article will not discuss the legal and policy questions connected with those technologies.

Major advances in computer and telecommunications technology have radically reshaped the workday, eroded the separation between work and home, and further compressed available leisure time. Such technologies have enabled the development of what Professor Katherine V.W. Stone has characterized as boundaryless workplaces. In addition, various new technologies empower employers with surveillance capabilities to monitor and study employees even while not at work. Humberto Moran, from the British group Open Source Innovation, has observed, “[t]he bottom line is that secret surveillance is a strong source of power, highlighting the need to ‘watch the watchers’.”

As Professor Michael Selmi has recognized, there is a fundamental tension between the still vibrant employment at-will doctrine in many States and efforts to establish a legally cognizable zone of protected privacy for workers. At the same time, the confluence of diminished union density in the United States, the growth of decentralized
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21. See infra Part A.
22. See infra Part B.
23. See infra Part C.
24. See infra Part D.
workplaces, and the development of sophisticated tracking technology have accentuated the importance of individual worker privacy and the need for examining additional regulatory protections in the workplace. 29 The continued vibrancy of the at-will doctrine, despite the extraordinary transformation of the American economy since the nineteenth century, suggests that the movement of Benjamin N. Cardozo’s metaphorical common law glacier may have stopped north of the Adirondacks. 30 The increase in economic insecurity caused by the present worldwide recession may be a catalyst for a reexamination of the common law doctrine, or such fears may result in a greater willingness to accept, without objection, increased workplace surveillance in exchange for continued employment.

The use of surveillance tools to monitor employees is not a new phenomenon. As Massachusetts Institute of Technology (“MIT”) Professor Gary T. Marx has noted, in the late eighteenth century, philosopher Jeremy Bentham published *Panopticon or the Inspection House*, in which he described structures that would enable constant transparency of prisoners and factory employees. 31 Similarly, Frederick Taylor’s work a century ago established a system of tests for measuring employee actions at work. 32 Bentham’s parallel between penal surveillance and employer surveillance remains relevant to contemporary technology-based transparency: presently, law enforcement officials and employers are simultaneously introducing the same technologies for tracking and identification purposes. 33

29. *Id.* at 1036-37, 1041-42.
33. See, e.g., Ellen Perlman, Where Are They Now?, Governing, Oct. 2005, available at http://www.governing.com/archive/2005/oct/gps.txt (discussing how states and localities are using GPS to track moving targets such as sex offenders and criminals, as well as their own law enforcement officers for safety purposes); Ellen Perlman, Chip on Your Shoulder, Governing, Sept. 2005, available at http://www.governing.com/archive/2005/sep/rid.txt (describing the advent of RFID technology, which was created for military purposes, in schools and office identification badges); Adam Geller, New Uses of GPS Boost Productivity but Rankle Employees, SEATTLE POST-
Unlike the Panopticon and Taylorism, however, contemporary technologies expand employment transparency beyond the workplace, thereby enabling employers to monitor employees even while not at work and propelling their reach into an employee’s private life. Certain modern technologies, such as DNA testing, biometrics, and microchip implants, even penetrate employees’ bodies. Furthermore, unlike other forms of employment surveillance technologies, newer computer-based technologies automatically accumulate and store information without human judgment or discretion.

This article begins by reviewing the evolution of laws regulating genetic testing and discrimination in employment. Unlike other emerging technologies analyzed here, there has been significant analysis and foresight regarding the implications of genetic testing in employment. We first examine New York’s regulatory scheme and then discuss the provisions of the 2008 federal legislation that establishes national standards in the area of genetic information and discrimination in the workplace.

A. LAW AND POLICY REGARDING GENETIC TESTING

Mandatory genetic testing refers to an employer’s requirement that an individual submit to genetic and chromosomal testing for the purpose of determining the existence of genetic variations that demonstrate predispositions to disease or disability. Genetic discrimination refers to an adverse employment or health benefits decision that is premised on genetic testing and genetic information of an individual. New York’s
legislation governing genetic testing functions as a valuable model of proactive public policy aimed at balancing the respective interests of employers and employees regarding new technologies in employment.

On September 27, 1994, the New York State Legislative Commission on Science and Technology, chaired by Assemblyman Ronald J. Canestrari, issued a report prepared by scientist Dr. Jeroo S. Kotval regarding the implications of genetic testing. The report examined the positive aspects of genetic testing, such as prospective assistance in combating disease, as well as the foreseeable adverse consequences, including the potential for discrimination in employment and discrimination in the availability of health insurance. By establishing a scientific, legal, and policy framework for evaluating genetic testing, the report facilitated the New York State Legislature’s subsequent enactment of remedial legislation governing genetic testing in New York.

In 1996, the Legislature amended the New York State Human Rights Law to ban employment discrimination based on an individual’s genetic predisposition and to substantially limit the ability of employers to conduct genetic testing on employees or applicants. The 1996 amendments codified the Legislature’s conclusion that regulation was needed due to the potential danger that employers could use genetic testing as a means of controlling health insurance costs and “the possibility that even otherwise healthy individuals will be labeled genetically ‘defective’ and will form a growing ‘genetic underclass’ of society.” The legislation also reflected an important public policy determination that employee genetic privacy outweighed an employer’s interest in potential savings on health care costs by denying employment to those individuals who may become ill due to a genetic predisposition. As the Ninth Circuit has recognized, “[o]ne can think of few subject areas more personal and more likely to implicate privacy interests than that of one’s health or genetic make-up.”
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37. Id. at i.
38. Id. at 11-12.
39. Id. at 13-15.
40. See id. at i; N.Y. Exec. Law § 296(19)(a)-(d) (McKinney Supp. 2008).
41. Id. at §§ 296(1)(a), (19)(a)(1).
43. Id. at 343-44.
The New York State Legislature has remained proactive in the field of genetic testing and discrimination. In 2005, the New York State Human Rights Law was further amended to expand the statute’s scope of protections against genetic discrimination. Specifically, the amendment broadened the statutory ban on discrimination to include discrimination based on either test results or employer inferences resulting from personal or family information associated with a statistically significant increased risk of future diseases or disabilities.

The Legislature also refined the statute’s technical language by deleting the phrases “genetic anomaly,” “genetic predisposition,” and “carrier,” and replacing them with the phrase “predisposing genetic characteristic.”

Pursuant to New York Executive Law section 296(19)(a)(1), employers and other entities are prohibited from soliciting, requiring or administering a genetic test as a condition of employment or pre-employment application. As part of the 2005 amendments, the Legislature clarified the definition of the phrase “genetic test” to mean: “a test for determining the presence or absence of an inherited genetic characteristic in an individual, including tests of nucleic acids such as DNA, RNA and mitochondrial DNA, chromosomes or proteins in order to identify a predisposing genetic characteristic.”

There are a number of exceptions to the general New York prohibition against genetic testing in employment. For example, an employer can require a specific genetic test if the test is “directly related to the occupational environment,” such that a genetic anomaly could increase the risk of disease due to the surroundings. In addition, genetic testing in New York is permissible when requested by an employee, with specific informed consent, for the purposes of: a workers’ compensation claim, civil litigation, or to learn of the

47. Act of Aug. 29, 2005, ch. 75, 2005 N.Y. Sess. Laws 702, 702-03 (McKinney). Under the amendment, “predisposing genetic characteristics” are defined as:
[A]ny inherited gene or chromosome, or alteration thereof, and determined by a genetic test or inferred from information derived from an individual or family member that is scientifically or medically believed to predispose an individual or the offspring of that individual to a disease or disability, or to be associated with a statistically significant increased risk of development of a physical or mental disease or disability.
Id. at 702.
49. Id. § 292(21-b).
50. Id. § 296(19)(b).
employee’s susceptibility to workplace environmental hazards.\textsuperscript{51} New advances in the application of DNA testing can provide important, if not dispositive, evidence to resolve the ultimate issue in toxic and workers compensation litigation: whether an individual was injured as a result of exposure to a particular chemical substance.\textsuperscript{52}

In addition to establishing legal restrictions on genetic testing and discrimination in employment, New York has established a comprehensive legislative scheme within its Civil Rights Law that mandates written informed consent be obtained prior to any form of genetic testing for predisposition to disease.\textsuperscript{53} Moreover, the law provides for specific confidentiality requirements and imposes civil and criminal penalties for statutory violations.\textsuperscript{54}

Although New York law prohibits genetic testing in employment to determine genetic predisposition to disease and also prohibits the disclosure of genetic testing results to employers,\textsuperscript{55} a significant exception exists in New York’s genetic testing regulatory scheme. The present New York definition of “genetic test” is limited to tests for a “predisposing genetic characteristic” that correlates with an increased risk in the development of a disease or disability.\textsuperscript{56} Based upon the statutory definition of “genetic test” it is improbable that an employer mandate for biological samples from employees for use in obtaining DNA identification information would be found to violate Executive Law section 296(19).

However, in light of the growing use of biometrics and other tracking technologies in employment, it may only be a matter of time before employers begin demanding DNA tests for the purpose of establishing genetic identification markers to aid in workplace security. In fact, MIT Professor Marx warned in 1998 that DNA fingerprinting might eventually become the most prominent means of identification.\textsuperscript{57}

On both the federal and state level, laws have been enacted

\textsuperscript{51} Id. § 296(19)(c)-(d).

\textsuperscript{52} See Mark Hansen, DNA Poised to Show Its Civil Side, 94 ABA JOURNAL 18, 18-19 (Mar. 2008) (discussing the potential benefits and legal issues relating to the use of such testing in toxic tort and workers compensation litigation).

\textsuperscript{53} N.Y. CIV. RIGHTS LAW § 79-l(2)(a)-(b) (McKinney Supp. 2008).

\textsuperscript{54} Id. § 79-l(3).

\textsuperscript{55} N.Y. EXEC. LAW §§ 296(19)(a), 995-d(1) (McKinney Supp. 2008).

\textsuperscript{56} See id. § 296(19)(a1)(1) (prohibiting the use of a genetic test “from which a predisposing genetic characteristic can be inferred”); N.Y. EXEC. LAW §292(21-a), (21-b) (McKinney Supp. 2008).

mandating forensic DNA testing for identification purposes. These DNA-indexing statutes require that state and local officials extract biological samples from convicted criminals to establish genetic markers that are then entered in a DNA index or database maintained by federal and state entities. This information can then be utilized by law enforcement to help identify perpetrators of other crimes. These laws do not mandate nor prohibit employers from establishing employment-related DNA identification databases utilizing compelled or passive employee samples.

Like New York, many other states have proposed and enacted laws limiting the use of genetic information and testing, in particular, by placing similar prohibitions against discrimination based on an individual's genetic information. In Washington, the state's statutory

58. However, most of these DNA identification laws apply only to felons. See, e.g., Violent Crime Control & Law Enforcement Act of 1994 § 210304(a), 42 U.S.C. § 14132(a) (2001) (creating the Combined DNA Indexing System ("CODIS"), an FBI database containing DNA from anyone convicted of a federal felony); Idaho DNA Database Act of 1996, IDAHO CODE ANN. § 19-5501 to 19-5518 (2004) (requiring any person convicted of one of over sixty “serious crimes” to provide the Idaho State Police with a DNA sample, which is put into a CODIS-like database); N.Y. EXEC. LAW § 995-c(3) (McKinney 1996) (requiring offenders convicted of certain felonies to give blood for DNA analysis, the results of which are kept in an identification index); OR. REV. STAT. § 137.076 (West 2007) (requires persons convicted of murder, a sexual offense, or conspiracy or attempt to commit a sexual offense to submit a blood sample to the Oregon Department of Corrections (“DOC”), and requires the DOC to put the sample in a DNA data bank); VA. CODE ANN. § 19.2-310.2 (2008) (providing that all incarcerated felons shall provide the Commonwealth with a blood sample for a DNA bank, and authorizing the release of DNA information to federal, state and local law-enforcement officers upon request made in furtherance of an official criminal investigation).

59. See, e.g., § 995-c(3).

60. According to the FBI, the CODIS DNA database has “produced over $76,100 hits assisting in more than 76,200 investigations.” Federal Bureau of Investigation, CODIS – NDIS Statistics (2008), http://www.fbi.gov/hq/lab/codis/clickmap.htm. (last visited Dec. 28, 2008).

provisions governing genetic privacy were the product of a Genetics Task Force (“G.T.F.”) convened by the Washington Board of Health to evaluate state policies regarding genetic information, including issues relating to privacy, civil rights, research, and development. Following a study by a Georgia legislative committee, the Georgia House of Representatives introduced the Biometric Information Protection Act (“BIPA”) in February 2007 which would, inter alia, prohibit employers from utilizing information derived from genetic testing. Although the scope of these state legislative initiatives varies widely, they are indicative of the national consensus that has developed in response to the results of the genome project: while genetic technology has great promise to improve society in multiple ways, employment discrimination toward an individual based on genetic composition or participation in genetic testing should not be lawful.

This national consensus has culminated in the enactment of the federal Genetic Information Nondiscrimination Act of 200864 (“GINA”). GINA represents a significant step forward for U.S. law and policy by establishing national standards in the areas of genetic testing and discrimination in employment following years of congressional study, analysis, and debate, as well as, significant opposition. For example, the U.S. Chamber of Commerce in 2004 opposed a similar proposal on the grounds that there was insufficient evidence of genetic discrimination in the country to warrant federal remedial legislation. GINA establishes genetic profile on the grounds that such an individual is a person regarded as disabled under the ADA. See Americans with Disabilities Act, 42 U.S.C. § 12102(2)(C) (2000) (“The term 'disability' means, with respect to an individual – (C) being regarded as having such an impairment.”). Section 4 of the Americans with Disabilities Act Amendments Act of 2008 has modified the statutory definition of disability under § 12102(3) to provide that the requirement of “being regarded as having such an impairment” can be established by demonstrating that an individual has been subject to an action prohibited by the ADA “because of an actual or perceived physical or mental impairment whether or not the impairment limits or is perceived to limit a major life activity.” ADA Amendments Act of 2008, S. 3406, 110th Cong. § 4(a) (2008). However, the substantive relevancy of the ADA to genetic discrimination has been substantially diminished by the enactment of the Genetic Information Nondiscrimination Act of 2008.

strict federal limitations on the collection, monitoring, and use of genetic information by employers, employment agencies, labor unions, and training programs. However, the GINA provisions applicable to the workplace do not become effective until October 2009, eighteen months after the statute’s enactment.

In its findings, Congress acknowledged that there are many medical benefits associated with genetic research, including providing an opportunity for earlier detection and treatment for genetically based diseases. At the same time, Congress referred to the dangers inherent in genetic testing citing twentieth century American laws, inspired by the eugenics movement, which mandated the sterilization of people with purported genetic defects, as well as more recent attempts to mandate testing of sickle cell anemia in African-Americans.

Congress specified that GINA is intended to establish a uniform standard of substantive rights which should not be construed as preemption or placing limitations on other state and federal laws that provide equal or greater protections. A central tenet of the legislation is to encourage individuals to take advantages of the benefits of genetic technology without having to fear that participation in genetic testing and studies will endanger job opportunities or health benefits.

66. See §§ 202(b)-(c), 203(b)-(c), 204(b)-(c), 205(b)-(c).
67. § 213.
68. § 2(1).
69. The scope of the original American legal acceptance of the tenets of eugenics is highlighted by Justice Holmes’ rejection of due process and equal protection challenges to Virginia’s sterilization law. Buck v. Bell, 274 U.S. 200, 207 (1927). In his majority opinion, Justice Holmes starkly articulated the rationale for the Court’s conclusion that a State mandatory sterilization program was constitutional:

It would be strange if it could not call upon those who already sap the strength of the State for these lesser sacrifices, often not felt to be such by those concerned, in order to prevent our being swamped with incompetence. It is better for all the world, if instead of waiting to execute degenerate offspring for crime, or to let them starve for their imbecility, society can prevent those who are manifestly unfit from continuing their kind. The principle that sustains compulsory vaccination is broad enough to cover cutting the Fallopian tubes. Three generations of imbeciles are enough.

Id. at 207 (citation omitted). The subsequent Nazi ideological embrace of eugenics to justify its crimes against humanity has resulted in a systematic repudiation of eugenic theory in the United States. See generally André N. Sofair & Lauris C. Kaldjian, Eugenic Sterilization and a Qualified Nazi Analogy: The United States and Germany, 1930-1945, 132 ANNALS OF INTERNAL MED. 312 (2000).
70. § 2(3).
71. § 209(a)(1).
72. § 2(4)-(5).
the discoveries stemming from genetic research, cited in GINA’s legislative history, is the correlative link between an elevated risk of breast and ovarian cancer and two genetic mutations.73

Modeled generally after the substantive anti-discrimination provisions of Title VII of the Civil Rights Act of 196474 (“Title VII”), GINA makes it an unlawful employment practice for employers, employment agencies, labor unions, and training programs to engage in discrimination based on genetic information.75 In contrast to Title VII’s prohibition against employment discrimination against “any individual,” GINA prohibits discrimination by employers against an “employee,” defined as including job applicants.76 The purpose for this variation is unclear from the legislative history; however, the use of the term “employee” by the GINA drafters may have substantive importance when the scope of the statute’s protections is subject to judicial interpretation.

The term “genetic information” is defined broadly by GINA to mean an “individual’s genetic tests, . . . the genetic tests of family members of such individual, and . . . the manifestation of a disease or disorder in family members of such individual.”77 The statutory definition also includes an individual’s receipt of genetic services and participation in genetic research, but the definition excludes information about an individual’s sex or age.78 GINA does not, however, prohibit “the use, acquisition, or disclosure of medical information that is not genetic information about a manifested disease, disorder, or pathological condition of an employee or member, including a manifested disease, disorder, or pathological condition that has or may have a genetic basis.”79

Consistent with New York’s statutory scheme, GINA does not explicitly prohibit employers from utilizing DNA testing or results for employee identification purposes.80 The term “genetic test” in GINA is limited to the “analysis of human DNA, RNA, chromosomes, proteins,
or metabolites, that detects genotypes, mutations, or chromosomal changes.\textsuperscript{81} Testing for DNA sequences for identification purposes are not included in GINA’s definition of genetic testing.\textsuperscript{82}

In addition to prohibiting employment discrimination based on genetic information, GINA also restricts employers generally from “request[ing], requir[ing], or purchas[ing] genetic information with respect to an employee or a family member of the employee.”\textsuperscript{83} Significantly, GINA defines “family member” broadly to include any dependent or other individual within the fourth degree of consanguinity.\textsuperscript{84}

There are multiple exceptions to the general rule against the acquisition of genetic information which will inevitably be a rich source for future litigation on par with the scope of litigation stemming from the original statutory definition of the term “disability” under the Americans with Disabilities Act of 1990\textsuperscript{85} (“ADA”).\textsuperscript{86}

The most notable exception to the restriction on the acquisition of genetic information is the exclusion “where an employer inadvertently requests or requires” genetic information.\textsuperscript{87} This exception stems from a congressional concern that stray remarks about genetic information around a water cooler should not be deemed unlawful. In responding to this concern, however, Congress has codified an exception that may be described fairly as an oxymoron: an “inadvertent” requirement that an employee provide genetic information.\textsuperscript{88} Under this exception, employers, unions and other entities can require genetic information, but still retain a statutory defense that the demand is protected by GINA because it was inadvertent.\textsuperscript{89}

Other statutory exceptions to the restriction on acquisition of

\textsuperscript{81} § 201(7).
\textsuperscript{82} Reflecting the broader scope of European privacy protections, the European Court of Human Rights recently concluded that the United Kingdom violated Article 8 of the Convention for the Protection of Human Rights and Fundamental Freedoms by retaining DNA profiles and cellular samples of individuals acquitted of criminal conduct. See S. & Marper v. the United Kingdom, [2008] ECHR 1581, available at http://www.bailii.org/ew/cases/ECHR/2008/1581.html.
\textsuperscript{83} § 202(b).
\textsuperscript{84} § 201(3).
\textsuperscript{85} 42 U.S.C. §12101.
\textsuperscript{86} One of the primary purposes of the Americans with Disabilities Act Amendments Act of 2008 was to overturn U.S. Supreme Court decisions that judicially imposed a narrow construction on the scope of protections Congress intended to be afforded by the ADA. ADA Amendments Act of 2008, S. 3406, 110th Cong. § 2 (2008); see Sutton v. United Air Lines, Inc., 527 U.S. 471 (1999); Toyota Motor Mfg., Ky., Inc. v. Williams, 534 U.S. 184 (2002).
\textsuperscript{87} § 202(b)(1).
\textsuperscript{88} See § 202(b)(1).
\textsuperscript{89} See §§ 202(b)(1), 203(b)(1), 204(b)(1), 205(b)(1).
genetic information include: a) where an employee has provided explicit and voluntary consent in conjunction with health or genetic services offered by the employer as part of a wellness program; b) where family medical history is needed to comply with the certification provisions of the Family and Medical Leave Act; c) where the employer purchases documents containing family medical history that are commercially and publicly available such as newspapers, periodicals, and books (this exception is inapplicable to medical databases or court records); and d) where the information is sought as part of the employer’s genetic monitoring of the biological effects of toxic substances in the workplace, so long as the employer meets various statutory preconditions including providing written notice of the genetic monitoring to the employee and provides the individual results to the employee.90

In situations where an employer is permitted under GINA to possess genetic information, the employer is required to maintain the information as a confidential record under the ADA.91 Genetic information in the possession of an employer can not be disclosed unless such disclosure is authorized under one of the six statutory grounds set forth in GINA.92

The employment discrimination provisions in GINA are enforceable under Title VII procedures.93 However, as part of the compromise that resulted in its enactment, GINA does not establish a cause of action for disparate impact with respect to genetic information and discrimination.94 But GINA does not completely ignore the possibility of disparate impacts, as it mandate the establishment of a Genetic Nondiscrimination Study Commission, six years after GINA’s enactment, “to review the developing science of genetics and to make recommendations to Congress regarding whether to provide a disparate impact cause of action” with respect to genetic information.95

Finally, this discussion of GINA’s substantive and procedural provisions applicable to employment should not overshadow the potential relevance of another federal statute, the National Labor Relations Act96 (“NLRA”), as it relates to the subject to genetic testing in employment. Whether genetic testing, in any form, constitutes a

90. § 202(b)(2)-(5).
91. § 206(a).
92. § 206(b).
93. § 207(a)(1).
94. § 208(a).
95. § 208(b).
mandatory subject of bargaining under the NLRA is yet to be determined.\footnote{\textit{See generally} 29 U.S.C. § 158(d) (defining the obligation to collectively bargain under the NLRA).} However, it is possible, that the National Labor Relations Board may rely on prior precedent regarding the negotiability of drug and alcohol testing to conclude that genetic testing for predisposition to illness or identification constitutes a mandatory subject of bargaining.\footnote{\textit{See Johnson-Bateman Co.}, 295 N.L.R.B. 180, 182 (1989).}

B. LAW AND POLICY REGARDING GPS TECHNOLOGY

Although Congress and many states have studied and enacted legislation regulating genetic testing in employment, the public policy issues relating to GPS tracking in employment remain largely unexplored.\footnote{In contrast, several states have enacted various criminal statutes and consumer protections regarding the use of GPS technology. \textit{See}, e.g., \textit{CAL. CIV. CODE} § 1936(o)(1)(B)(3) (West Supp. 2008); \textit{TEX. PENAL CODE ANN.} § 16.06 (Vernon 2003). \textit{See also} Elizabeth C. Yen, \textit{Rent a Car, Rent a Spy}, 14 BUS. L. TODAY 6, Aug. 2005, \textit{available at} http://www.abanet.org/buslaw/blt/2005-07-08/yen.shtml (discussing legislation in New York, California, and Connecticut that restricts the car rental industry’s ability to use GPS information).} GPS devices provide nearly precise location information of objects or individuals on a real-time basis by triangulating satellite signals.\footnote{April A. Otterberg, \textit{GPS Tracking Technology: The Case for Revisiting Knotts and Shifting the Supreme Court’s Theory of Public Space Under the Fourth Amendment}, 46 B.C. L. REV. 661, 663, 665 (2005).} The most widely recognized GPS technology is the navigational accessory available in many newer vehicles.\footnote{Kristen E. Edmundson, \textit{Global Positioning System Implants: Must Consumer Privacy Be Lost in Order for People to Be Found?}, 38 IND. L. REV. 207, 210 (2005).} GPS technology can also be found in portable objects such as cell phones, laptops, BlackBerrys, and PDAs.\footnote{See Otterberg, supra note 100, at 666-68; Edmundson, supra note 101, at 210.}

In light of the growing ubiquity of GPS technology, University of Kansas Professor Jerome E. Dobson has articulated concerns regarding the prospective abuse of the technology by those in power. Professor Dobson and one of his colleagues have labeled the potentially abusive use of location technology as “geoslavery.”\footnote{Jerome E. Dobson & Peter F. Fisher, \textit{Geoslavery}, IEEE TECH. \\ & SOC’Y MAG., Spring 2003, at 47, 47-48.} Moreover, the increasingly narrow line separating work and pleasure provides “the strongest basis for imposing limits on an employer’s right to peer into the private lives of its workers,” according to Professor Michael Selmi.\footnote{Selmi, supra note 28, at 1046.}
Most case law regarding the use of GPS technology has focused on whether a warrant is required under federal or state constitutions before a GPS device can be used by law enforcement to track vehicles. Based on existing Fourth Amendment precedent regarding the use of beepers to monitor vehicular movement, it is unlikely that a majority of the current U.S. Supreme Court would conclude that law enforcement’s warrantless use of GPS technology to track vehicles in a criminal investigation violates the Fourth Amendment.

However, a different constitutional holding is possible when the same technology is used to monitor individuals or objects within an individual’s home. In addition, the scope in which the technology is utilized by law enforcement may result in a Fourth Amendment violation. For example, in United States v. Garcia, the Seventh Circuit concluded that police placement of a GPS device on a car constituted neither a search nor seizure and thereby did not invoke the Fourth Amendment. In dicta, Judge Posner acknowledged that the propriety of law enforcement’s use of GPS technology on a single suspect is a separate and discrete issue from the future possibility that law enforcement may utilize similar technology for mass indiscriminate surveillance. It remains to be seen whether this distinction under the Fourth Amendment between targeted versus indiscriminate use of the
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technology will be considered in future cases examining the implementation and use of GPS technology.

State constitutional provisions may provide the basis for greater constitutional limitations on the use of GPS technology. The highest courts of Oregon and Washington both held that their respective state constitutions require the police to obtain a warrant before utilizing tracking technologies such as GPS. Nevertheless, the Oregon Supreme Court has ruled that the police placing a transmitter on a public employer’s vehicle without a warrant did not violate an employee’s right to privacy under the Oregon Constitution.

In *People v. Weaver*, an intermediate appellate court ruled that the New York State Constitution did not require the police to obtain a warrant before attaching a GPS device to a vehicle’s bumper, located on a public street, because individuals have a substantially diminished expectation of privacy while on a public roadway. In reaching its holding, the New York court distinguished Oregon and Washington precedent by emphasizing that those decisions relied on the disproportionate intrusive nature of the technology rather than whether the individual had a reasonable expectation of privacy. In the dissent, Justice Stein rejected the rationale that GPS-based surveillance is equivalent to monitoring through human observation or supervision. In Justice Stein’s view, “the enhancement of our ability to observe by the use of technological advances compels us to view differently the circumstances in which an expectation of privacy is reasonable.”

The New Jersey Supreme Court has upheld the issuance of a warrant based on probable cause for the installation of a GPS device without reaching the question of whether such a warrant was mandatory under the New Jersey Constitution. In the same year, New Hampshire

---

111. State v. Campbell, 759 P.2d 1040, 1045, 1049 (Or. 1988) (interpreting the Oregon Constitution to prohibit the police’s warrantless use of a radio transmitter to locate a private vehicle and rejecting the Supreme Court’s rationale in *Knotts*, as the transmitter was determined to be a location finder rather than a mere extension of police visual tracking); State v. Jackson, 76 P.3d 217, 230-31 (Wash. 2003) (en banc) (holding that a warrant was required under the Washington Constitution before the police could attach a GPS device to a vehicle).


114. *Id.* at 225-26.

115. *Id.* at 226 n.2.

116. *Id.* at 228.

117. *Id.*

enacted a law prohibiting the police from utilizing GPS as a means to determine the ownership or occupancy of a motor vehicle.\textsuperscript{119}

The relatively slow introduction of GPS technology in employment contexts may explain the lack of governmental attention to the subject. According to the 2005 Electronic Monitoring and Surveillance Survey from the American Management Association and the ePolicy Institute, five percent of employers surveyed used GPS technology to track employees through cell phones and eight percent utilized it to track employer vehicles.\textsuperscript{120} However, given the aggressive marketing of location-based services by telecommunications companies, it is reasonable to expect a sharp increase in the implementation of GPS technology in employment. For example, in March 2006, over 100 employers attended a GPS conference on Long Island sponsored by a company offering location based services.\textsuperscript{121} Similarly, the New York City Fire Department has installed GPS technology in fire trucks and ambulances.\textsuperscript{122}

In addition to utilizing GPS technology for property protection and employee monitoring, the technology is also being implemented by employers in some industries to protect workers’ safety. For example, New York City has announced plans to implant GPS microchips in firefighters’ gear to help track firefighters’ whereabouts while inside unsafe and burning buildings.\textsuperscript{123} The National Institute for Occupational Safety and Health has been studying GPS as a technological means of identifying unsafe outdoor work locations.\textsuperscript{124} GPS microchips installed in most cell phones also have the potential to aid in the search for lost or abducted individuals.\textsuperscript{125}

The introduction of GPS technology to monitor employees in real time represents a major step toward creating a technological Panopticon,
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and as Professor Richard Bales noted, constitutes “an important indicator of employer control.”

Under the NLRA, however, employees have little control over use of their own personal technological devices during the workday. The scope of employer dominance over the use of technology in the workplace was reinforced by a 2004 memorandum issued by the NLRB Division of Advice, which concluded that an employer’s ban on employee use of personal communication devices, such as cell phones and pagers, during work time did not violate the NLRA.

Professor Selmi has postulated that based on the continued viability of the at-will doctrine in the United States, it would be very difficult for an employee to successfully assert a legally-protected workplace privacy interest broad enough to restrict employer use of GPS technology. Echoing the reasoning of former Chief Justice Rehnquist with respect to beeper devices in United States v. Knotts, Professor Selmi expressed the view that the use of GPS technology to track vehicles or individuals constitutes only a more efficient means of visual monitoring. Professor Selmi’s reasoning conflicts with the Washington Supreme Court’s recognition of the extraordinary intrusiveness of the fruits of this technology. Unlike visual monitoring, GPS technology is computer-assisted, stores information in a database for long-term retrieval, can yield various reports that document real-time movement and speed of a vehicle or an individual, and does not require human supervisory control.

Based on the recent introduction of GPS technology in employment, there are few employment decisions that include a
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discussion of the technology. Most reported cases deal with challenges to disciplinary investigations and adverse actions based on employer use of GPS technology.\textsuperscript{134}

In Missouri, a federal judge dismissed an employee’s challenge to an employer’s use of GPS in an employer-owned truck as part of a disciplinary investigation regarding theft.\textsuperscript{135} Similarly, Oregon’s Supreme Court rejected a public employee’s privacy claim regarding the installation of a GPS device in a work vehicle.\textsuperscript{136} In \textit{Spinks v. Township of Clinton},\textsuperscript{137} a New Jersey court dismissed retaliation claims brought by police officers who charged that they were subjected to GPS surveillance as a result of earlier discrimination complaints.\textsuperscript{138} In that case, GPS technology was used to establish that the police officers had falsified time records, which led to their resignations, guilty pleas, and in one case a conviction after a jury trial.\textsuperscript{139}

In Connecticut, legal efforts to enjoin city officials from pursuing disciplinary charges against two employees based on evidence obtained through GPS devices secretly installed in municipal vehicles were unsuccessful.\textsuperscript{140} In those cases, the plaintiffs contended that the city had violated their rights under a Connecticut statute that establishes certain limits on employer use of electronic surveillance devices.\textsuperscript{141} In dismissing the lawsuits, the Connecticut court concluded that the state statute was inapplicable to electronic devices in employer vehicles and that the plaintiffs had failed to exhaust their contractual administrative
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The Tenth Circuit Court of Appeals affirmed the grant of summary judgment against a truck driver in his GPS-related duty of fair representation claim against the International Brotherhood of Teamsters ("IBT"). In *Hinkley v. Roadway Express, Inc.*, the IBT had negotiated a collective bargaining agreement with the trucking company containing a provision that prohibited the use of computer tracking devices for disciplinary purposes. Nevertheless, the company, after comparing the driver’s recording of his deliveries and pick-ups with computerized location information emanating from the GPS device in the truck, fired the driver for making an unauthorized personal stop at a store. In support of the driver’s grievance the IBT argued that he should be reinstated with back wages because the company had used the GPS tracking information to discipline the driver in violation of the contract. The IBT’s contractual argument was successful to the extent that the tracking information was excluded from the grievance hearing. However, the driver’s termination was nevertheless upheld by the grievance board. Thereafter, the driver commenced a federal action claiming that the IBT had allegedly violated its duty of fair representation. The Tenth Circuit affirmed the dismissal of the duty of fair representation claim on the grounds that the IBT’s representation of the driver was not arbitrary, discriminatory, or perfunctory.

In 2006, a Massachusetts federal judge enjoined a union from going on strike, in violation of a no-strike contract provision, over disputes relating to the introduction of GPS technology to monitor employees. Notably, the employer and the union in that case presented very different perspectives relating to the purpose of the GPS technology. While the employer described the GPS technology as being a safety tool, the union
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argued that it lacked any safety value. A similar dispute over the benefits of GPS technology surfaced in New York City when an alliance of taxi drivers was unsuccessful in enjoining a municipal mandate that all licensed cabs install equipment containing GPS technology.

By its intrusive nature, GPS technology can create the impression of surveillance in a way that may violate the NLRA because employees can reasonably believe that their employer can track them while participating in protected activities. In addition, the real-time reports available via the technology can provide employers with important information that may aid in suppressing or retarding union-related activities or collective action protected under the NLRA. Meanwhile, although such actual surveillance would be unlawful, the establishment of a uniform system of employee tracking, combined with the complexity of the technology, may render it very difficult to demonstrate direct statutory violations under the NLRA. Furthermore, whether the NLRA imposes a statutory duty to bargain an employer’s decision to implement GPS technology remains unresolved.

The IBT in the United States and the Canadian Union of Postal Workers (“CUPW”) have negotiated contractual clauses limiting how employers can utilize the information obtained through GPS technology. In addition, the union representing engineers and scientists employed by the State of Massachusetts negotiated an agreement regarding mandatory employee use of GPS-equipped cell phones. Under the agreement, GPS devices must be on during all work hours but the device can be turned off during breaks and
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lunches. The agreement also provides for employee training about the technology as well as union access to the data based on its role as collective bargaining representative.

In 2007, a police union entered into an agreement with a New York public employer wherein the employer agreed “not to use GPS technology of any kind to initiate discipline against any police officer, although it may be used for all other lawful (including evidentiary) purposes.” By contrast, other collective bargaining agreements contain language granting employers blanket discretion to constantly upgrade technologies in the workplace.

The potential for abuse stemming from the use of GPS technology strongly suggests the need for careful and probative legislative analysis regarding the public policy implications of the technology. Although employers traditionally have been granted wide latitude in implementing significant restrictions on employee freedom of movement during working hours, the magnitude of the technology’s potential intrusion into individual privacy warrants a review of the full policy implications.

The digital nature of the technology results in the perpetual gathering of location information without regard to time or place. The portability of the technology in cell phones and other devices can enable an employer to engage in or have access to computer-based real time location intelligence while an employee is at home, on break, or engaged in non-work related activities while off-duty. The public policy implications are particularly troublesome where employees are required to or volunteer to work at home beyond the eight-hour day, utilizing employer equipment with GPS technology. Ultimately, a public policy determination will have to be made as whether and to what extent use of GPS technology in employment goes beyond acceptable contemporary societal norms.

One appropriate area for state legislative deliberations with respect to GPS technology is the impact that the technology can have on current state laws which prohibit employment discrimination based on employee
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off-duty conduct. In general, under these laws, discrimination against an employee for leisure activities is unlawful. However, New York’s statute, for example, does not protect an employee’s conduct during “paid and unpaid breaks and meal periods” and when the employee is actually engaged in work. In addition, employee activities involving the “use of the employer’s equipment or other property” are also excluded from protection. The growing use of GPS technology in employment calls into question the legislative compromise inherent in these types of statutory exclusions. Portable devices, such as cell phones, containing GPS microchips may have the unintended functional result of causing these exclusions to substantially undermine their substantive protections. Finally, the technological capability of employers to track employees engaging in off-duty leisure activities is contrary to the substantive purpose for these laws.

Other industrialized countries have been more aggressive than the United States in examining the privacy implications of employer use of location tracking technologies.

The Article 29 Working Party, an entity established by the 1995 Privacy Directive of the European Parliament and the Council of the European Union has issued an opinion concluding that certain core principles under the Privacy Directive are applicable to an employer’s use of GPS technology including: transparency, legitimacy, proportionality, accuracy and retention, security and awareness of staff.

The Article 29 Working Party opinion recognizes that excessive use of external location tracking technologies can erode the distinction between work and leisure time. In applying the principle of
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proportionality from the Privacy Directive, the opinion is critical of employer use of GPS technology when less intrusive means are available.

Another relevant report regarding GPS in employment was issued by the Office of the Privacy Commissioner of Canada in 2006. The report was issued following an investigation into employee complaints over an employer’s implementation of GPS technology.172 The complaints had alleged that the installation and use of GPS technology in the company vehicles of a telecommunications company invaded employees’ protected privacy under Canadian law.173 The Assistant Commissioner concluded that while the technology did result in the collection of employees’ personal information, the employer had nonetheless obtained implied consent under Canadian law.174 The Assistant Commissioner also accepted the employer’s proffered rationale for using the GPS technology: productivity, asset protection, and safety.175 However, the Assistant Commissioner found that an employer’s use of the fruits of the technology to evaluate employee performance tipped the balance towards an invasion of privacy.176 The findings concluded with an expression of concern regarding the cumulative impact new technologies can have on worker dignity and the concomitant importance of employers establishing clear and open policies when implementing GPS technology:

[O]rganizations, in their quest to be proactive, often resort to technology in anticipation of problems or as a means of maintaining competitiveness. In addition to problems that arise from function creep, the individual’s rights are slowly eroded by the cumulative effects of measures intended to meet the bottom line. She cautioned all organizations subject to the Act that the effects on the dignity of employees of all of the measures in place—taken as a whole, not just as one measure along—must be considered in balancing the rights of the individual to privacy and the needs of the organizations to collect, use or disclose personal information for appropriate purposes. She was pleased that the company at the centre of these complaints had taken steps to recognize the dignity of its employees by instituting the policy
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on the use of GPS with respect to employee management. Such a measure, she noted, helps maintain that balance in the workplace.177

C. LAW AND POLICY REGARDING RFID TECHNOLOGY

Much like GPS, RFID is a form of tracking technology that utilizes microchips containing digital identification information to locate property or employees.178 Unlike GPS, however, RFID does not rely upon satellite signals but rather the proximity of the microchip to a reader.179 In 2004, the Bush Administration approved the use of implantable human RFID microchips.180 Since that time, human RFID microchip implants have been marketed for use in medicine, employment and leisure activities.181

The announcement by an Ohio surveillance company, Citywatcher.com, three years ago that it had implanted two employees with RFID microchips illustrates the important need for careful examination and debate regarding the use of RFID technology in employment.182 In May 2006, in recognition of the substantial privacy and human rights issues associated with mandatory RFID microchip implantation, Wisconsin Governor Jim Doyle signed into law the first statute in the nation banning mandatory implants.183 One year later, North Dakota became the second state to ban mandatory human microchip implants through a two sentence criminal statute prohibiting a
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“person” from requiring “that an individual have inserted into that individual’s body a microchip containing a radio frequency identification device.” California’s Civil Code now also prohibits involuntary RFID microchip implants and a Missouri prohibition against mandatory RFID implants in employment was signed into law in June, 2008. Similar legislative bans against RFID implants have been introduced in New Jersey and Ohio.

Prior to the Wisconsin, North Dakota, California, and Missouri laws, federal and state laws regulated only the use of RFID microchip implants in animals. A federal program, the National Animal Identification System, tracks farm livestock through RFID technology and has been opposed by farmers throughout the country. New York, for its part, has legislatively restricted the circumstances of when dogs can be implanted with a microchip, and places limits on who can perform the procedure.

A report by the American Medical Association’s Council on Ethical and Judicial Affairs underscores the ethical issues connected with human RFID microchip implants. The report noted that such implants can present physical risks to patients including causing interference with electromagnetic devices and defibrillators. In addition, the report
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found that implants raise privacy and security issues. The Council on Ethical and Judicial Affairs report recommends that physicians provide patients with informed consent about the uncertainties of the implants and take necessary steps to protect patient privacy.

The implantation of microchips is not the only means by which employers utilize RFID technology to track employees. In fact, the few Citywatcher.com employees who refused to accept RFID implants were required to carry a keychain with an RFID microchip. Employers are also inserting microchips into employee name tags and uniforms. The U.S. Postal Service has announced a plan to implement an RFID-tracking system for its industrial vehicles that will include both employee authentication and real time vehicular tracking.

Although some states have considered legislation aimed at regulating the use of RFID technology, these proposals have not targeted the placement of specific limitations on employer use of the technology. New Hampshire has a law prohibiting the use of RFID devices to identify ownership or occupancy of a vehicle. In California, a bill entitled the Identity Information Protection Act of 2006 aimed at regulating the use of RFID technology by state and local governments was vetoed by Governor Arnold Schwarzenegger.

Despite the growing use of RFID technology there have not been any known court decisions regarding the use of RFID technology in employment. In 1999, however, Arbitrator Randall M. Kelly issued a decision and award denying a grievance pursued by a nurses’ union challenging the unilateral implementation of an RFID system in Wyckoff Heights Medical Center in Brooklyn, New York. The grievance was denied under the management rights clause of the collective bargaining agreement that permitted the hospital “to make technological improvements.”

The nurses’ grievance alleged that the hospital’s unilateral
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imposition of a RFID system to replace an earlier system to locate assigned staff constituted a form of surveillance and a change in an existing term of employment. 201 Under the former system, the unit clerk would contact an assigned staff directly or via an intercom to respond to a patient seeking assistance. 202 Under the RFID-based system, the staff wore badges equipped with RFID microchips that enabled the hospital to pinpoint the location of all staff on a master station screen, thereby speeding the response time to a patient’s call button. 203 In addition, the RFID-system provided hospital management with computer-generated reports outlining the specific location and responses by all staff required to wear the badges. 204 These reports have assisted the hospital when responding to patient complaints relating to the quality of care. 205 In denying the grievance, Arbitrator Kelly concluded that although the RFID system had the potential to be used for indiscriminate surveillance, the hospital was utilizing it only as a more efficient means to communicate with staff and to insure quality patient care. 206 Therefore, the system constituted a technological improvement permissible under the management rights clause of the contract. 207

Labor unions in both Great Britain and Germany have challenged the use of RFID technology by questioning, inter alia, the accuracy of the technology and citing to the adverse impacts such technology can have on employees. 208 Due to activism in the area by Great Britain’s general union, the GMB, the European Commission created a RFID Stakeholders Group to study the use of tags with RFID chips in employment and to publish recommendations relating to privacy and security issues associated with the technology. 209

The privacy implications of RFID technology warrant study and possible legislative action to regulate use of the technology in employment. Indeed, substantial privacy concerns have already been documented. 210 Specifically, in a May 2006 report entitled “The Use of
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RFID for Human Identity Verification,” the U.S. Department of Homeland Security’s own privacy subcommittee questioned the benefits of RFID technology in tracking individuals. Notably, although the subcommittee found certain advantages in utilizing RFID technology, it nevertheless concluded that the overall adverse impact on privacy outweighed those benefits.

In 2004, Ontario Information and Privacy Commissioner Ann Cavoukian issued a report focusing specifically on the privacy implications of RFID technology. Two years later, in June 2006, Commissioner Cavoukian published ten basic privacy guidelines applicable to the use of RFID technology: accountability; identification purposes; consent; limiting collection; limiting use, disclosure, and retention; accuracy; safeguards; openness; individual access; and challenging compliance.

Like GPS, RFID technology enables employers to closely monitor employee movement during both work and breaks and can be used to track protected activities as well as bathroom use. RFID technology, used in conjunction with other surveillance tools, may have a substantially adverse impact on recognized Fourth Amendment protections for public employees in their workplace. Based on the reasonable expectation of privacy standard applied in O’Connor v. Ortega, a public employer’s broad implementation of RFID technology may result in judicial determinations that the data collected from the technology has violated a constitutionally-protected right to privacy in the workplace.

Lastly, studies demonstrating that RFID technology is susceptible to computer viruses and hacking underscores the importance of careful evaluation and study prior to the ubiquitous implementation of the technology.
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technology in employment.\textsuperscript{218}

D. LAW AND POLICY REGARDING BIOMETRICS

The final emerging technology to be examined in this article, biometrics, refers to identification technology that stores and analyzes individual biological characteristics known as “biometric identifiers.” Biometric identifiers include hand and fingerprint images, and voice or iris recognition data.\textsuperscript{219} The implementation of biometric technology at the Statute of Liberty for security purposes is a symbolic indicator of how far this technology has penetrated our society.\textsuperscript{220}

Professor Amitai Etzioni has advocated the use of a national identification card containing a biometric identifier in the United States.\textsuperscript{221} He views an identification card as a reasonable balance between community needs and individual liberties, and also as a means of curtailing such things as illegal immigration, credit card fraud, and identity theft.\textsuperscript{222} In Professor Etzioni’s view, biometric technology would provide an effective means for securing an individual’s identity.\textsuperscript{223} U.S. Senator Charles Schumer has proposed a nationwide biometric employment card system that would include retinal or fingerprint scanning as a policy measure designed to combat illegal immigration.\textsuperscript{224}

In 2007, Congressmen Luis Gutierrez and Jeffrey Flake introduced a bill entitled the Security Through Regularized Immigration and a Vibrant Economy (“STRIVE”) Act, which included a proposed mandate for Social Security cards to contain biometric identifiers as a means to assist in immigration law enforcement with respect to employment.\textsuperscript{225}
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Under the proposal, the Commissioner of Social Security and the Secretary of Homeland Security would be required to conduct a “privacy impact assessment” regarding the proposed biometric card system. Two former Immigration and Naturalization Service Commissioners, one who is currently the chief executive of a biometric technology company, have publicly supported the proposed biometric Social Security card, describing it as “The Winning Card.”

At least three states, Texas, Washington, and Illinois, have been legislatively proactive regarding privacy concerns relating to biometrics. In Texas, it is unlawful to utilize biometric information for commercial purposes without an individual’s consent. In Washington, statutory limitations restrict access to biometric information collected by motor vehicle officials. Under Illinois’ Biometric Information Privacy Act, private entities in possession of biometric information must develop a written policy which establishes both a retention schedule and guidelines for the permanent destruction of the biometric identifiers and information. In addition, the law mandates informed written consent in advance of a private entity obtaining a person’s biometric identifier or information. Furthermore, the law prohibits the sale and restricts the disclosure of a biometric identifier and information.

In the employment context, biometric technology is marketed as a computer-based replacement for the traditional time clock, and as a security enhancement. It remains unsettled whether the imposition of biometric technology in employment constitutes a mandatory subject of bargaining under the NLRA. If biometric technology is determined by the NLRB to constitute a mere replacement for prior non-digital forms of time keeping (such as time clocks or sign-in sheets), the decision to implement biometric systems may be held to be a non-mandatory subject of bargaining. A different legal conclusion may result if bodily
intrusions are associated with the applicable biometric identifier.

In response to New York City’s multi-million dollar experiment in the use of biometrics to monitor employee time and attendance, the New York City Council held a hearing in January 2007. At the public hearing, union representatives for city workers expressed strong objections and encouraged the City Council to pass a law prohibiting the City from using biometrics in employment.

In 2007, a federal judge in Iowa denied an application by a railway union seeking an injunction, under the Railway Labor Act (“RLA”), to stop a railroad’s implementation of iris recognition technology. The employer’s purpose in implementing the biometric system was to improve attendance record keeping. Basing his decision on the RLA’s jurisdictional distinction between a “major dispute” regarding efforts to secure a contract and a “minor dispute” relating to contract interpretation, U.S. District Court Judge Bennett concluded that the union’s claim was a “minor dispute” because the topic of technological change had been the subject of earlier contractual language.

Biometric technology is also being adopted rapidly throughout the globe for use in e-passports and other forms of identity verification. In the United States, federal and local governments are mandating or utilizing biometric technology with respect to applicants for public assistance and drivers’ licenses, and also for immigration purposes. To date, challenges in state courts to state-mandated biometric identification for public assistance have been unsuccessful.

Similar to privacy concerns around RFID technology, the privacy implications of biometrics have been the subject of reports and actions by government officials in Canada, Europe, and Australia. In 1999, 
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Ontario Commissioner Cavoukian issued a report regarding the privacy implications of biometrics.\textsuperscript{245} Four years later, the Article 29 Working Party issued a working document analyzing biometrics under the principles of the EU’s Privacy Directive.\textsuperscript{246} In 2006, in response to concerns regarding biometric privacy, Australian Privacy Commissioner Karen Curtis approved a biometrics privacy code.\textsuperscript{247}

European Data Protection Supervisor Peter Hustinx has expressed skepticism regarding the reliability of biometric information.\textsuperscript{248} This skepticism is justified, as the research of Clarkson University Associate Professor Stephanie C. Schuckers demonstrates that biometric identification systems can be defeated.\textsuperscript{249}

Based on the growing use of biometric technology, along with the genuine questions regarding privacy and reliability, it is vitally important that this technology, like GPS and RFID, be the subject of careful and sober evaluation and analysis.

E. CONCLUSION: THE NEED FOR DISCERNING GOVERNMENTAL ACTION

During the creative marketing and implementation of personal computers in the workplace over the past two decades, there was little discussion regarding the potential adverse impact on employee privacy, or the possible decline in productivity, attributable to widespread e-mail and internet access by employees. In contrast, there remains a genuine opportunity for the development and application of proactive legislation, administratively-imposed or negotiated policies, along with creative technological architecture, to avoid similar problems with respect to the implementation of newer forms of employment technologies. As we have seen \textit{supra}, agreements have been reached between some employers and unions that place limits and protocols on the use of GPS
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technology in the workplace.

As George Washington University Professor Jeffrey Rosen has noted, employees “experience a dignitary injury when they are treated like the inhabitants of the Panopticon.” Professor Hoopes has noted that employer overuse of new surveillance technologies may result in the further resurgence of employee activism.

Technological dehumanization, whether intentional or unintentional, has already led to employee anger and protests. Great Britain’s general union, the GMB, has expressed strong opposition to the use of RFID and has threatened to strike over the use of the technology. Both cab drivers and municipal professional employees in New York City have held separate demonstrations challenging the implementation of various forms of tracking technologies. In New York City and Philadelphia, cab drivers have gone on strike to protest the implementation of GPS technology. In Massachusetts, twenty state building and engineering inspectors were suspended for insubordination for their refusal to accept cell phones containing GPS technology. The employees took their wildcat action despite an agreement between their employer and union regarding the implementation of the technology.

The fundamental problems associated with emerging technologies that can be utilized to encroach on reasonable employee expectations to privacy and autonomy should be self-evident. As a practical matter, few individuals want to be subject to perpetual surveillance as a condition of employment. Nevertheless, the resiliency of the at-will doctrine, along with contemporary level of union density in the private sector
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nationwide, renders it likely that employer implementation of emerging
technologies will remain unchecked absent governmental action.

As noted earlier, advanced technologies have the real potential of
transforming modern workplaces into a twenty-first century rendition of
Bentham’s Panopticon. Whether the imposition of perpetual
technological transparency is consistent with our society’s values
constitutes a public policy issue meriting careful study and further
deliberations. The conduct of sober governmental analysis of these new
technologies is also important to examine the correlation between such
technologies and the documented increase in workplace stress.

In most of the industrialized world, governments have established
privacy offices or commissioners with responsibility for examining new
technologies and evaluating their privacy impacts. These governmental
privacy offices have issued reports, guidelines, and decisions to regulate
the manner in which new technologies can be introduced and applied.

In contrast, in the United States there are few analogous privacy
offices with the power and authority to examine the implications of new
technologies. Nevertheless, there remains a need for the creation of
public entities with the explicit mission to evaluate new technologies and
formulate appropriate public policies and guidelines to respond to their
potential impact and consequences. As demonstrated supra, federal and
state policies with respect to genetic testing and discrimination were
successfully developed through careful study by temporary legislative
and executive bodies.

California has an Office of Privacy Protection within the state
Department of Consumer Affairs that provides assistance to consumers
and others regarding identify theft and other invasions of privacy.257
The Office’s statutory mission includes providing public education to
consumers, providing recommendations regarding privacy policies and
practices related to consumers, and promoting mediation procedures for
the resolution of privacy related disputes.258 Absent from the agency’s
statutory mandate is responsibility for examining workplace privacy
issues, as well as analyzing new technologies to determine their potential
impact on protected privacy interests.259

Legislative bodies and commissions constitute another valuable
means of developing public policy with respect to both the privacy and
productivity implications of new technologies. Legislative staff with

258. CAL. BUS. & PROF. CODE § 350(c), (e)(3) (West 2003).
259. Id. § 350(a)-(d).
specialized training and experience can study the new technologies and propose regulatory or voluntary means for using the new technologies in a manner that balances the respective interests of employers and employees.

In the alternative, programs can be established within pre-existing publicly funded research facilities, which support the development of technological innovation, to examine the implications connected with the introduction of new technologies in employment. Such facilities employ professionals with valuable technological knowledge who can be utilized to assist in the development of policies, protocols, software and workforce training aimed at meeting the needs of both employers and employees.

Whether the development of policy and guidelines regarding new technologies in employment is conducted through an executive branch agency, a legislative body or a research facility, it is preferable to the uncertainty of piece-meal litigation that lead to judicially imposed results.

Finally, the absence of regulation does not preclude employers from voluntarily utilizing the principles applicable in workplaces in other countries. Although an employer’s embrace of such principles would be unenforceable in most American work settings, the principles can provide an employer with an important means of prudent self-regulation. For example, prior to purchasing or implementing a new technological tool for monitoring, an employer can conduct an analysis of the potential adverse impact the technology may have on employee interests and expectations, including the intrusion into their private lives. Such a study would be similar to the one recommended by the United Kingdom’s Information Commissioner’s Office (“ICO”). The assessment would focus the employer on examining the business justification for the new technology and determine whether there are less intrusive means of meeting that need thereby avoiding the impairment of reasonable employee privacy interests, avoiding an increase in employee stress and avoiding potential employer violations of statutory limitations on workplace surveillance. Following such an analysis, an employer would be better equipped to determine whether the potential benefits of implementing the technology outweigh the potential adverse consequences. Transparency during the employer’s assessment, through

labor-management discussions or other forms of active employee involvement, may aid in avoiding potential disputes and demoralization stemming from the ultimate introduction and application of new technology. Finally, notification to and training of the workforce can assist in the development of technological protocols that can help avoid unnecessary intrusions into employee interests and help stem adverse reactions to the new implementation of workplace technology.