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For who would bear the whips and scorns of time,  
The oppressor’s wrong, the proud man’s contumely,  
The pangs of despised love, the law’s delay...¹  

ACT I – INTRODUCTION  

Grab your cellphone, press the record button, and amaze your friends! No advertisement like this exists in real life, of course, because the action is already universally automatic—it needs no encouragement or instruction.² At the same time, however, the action is often made without any consideration of legal consequences. Perhaps it is the speed with which one can start recording. Perhaps it is the prevalence of cameras in our everyday lives. Or perhaps it is the fact that few people are even aware that recording could be illegal in certain situations, in certain states.³ Jon Surmacz, a webmaster at Boston University, was shocked when he was arrested for filming the police breaking up a holiday party he was attending in 2008: “One of the reasons I got my phone out [to film] … was from going to YouTube where there are dozens of videos of things like this.”⁴ What is the law where you live? Odds are, you have no idea.⁵  

Most of the time, recordings⁶ are completely harmless or even beneficial, as when catching a hit and run driver fleeing the scene. But aim the camera at the police and you could be arrested and face up to fifteen years in prison⁷ under some eavesdropping or wiretapping laws simply for recording the police in public speaking at volumes audible to any unassisted ear.⁸ While the majority of states treat recordings with tolerance, it is clear that other states vigorously object.⁹ The resulting inconsistency necessarily hinders the average citizen from predicting the legal consequences, if any, for performing an act that is effortless, prevalent, and generally
considered to be perfectly lawful—pressing record on your cellphone. As such, this Note argues for the creation and implementation of a federal rule to address the issue of citizens recording the police in public. The line between ordinary citizen and journalist has permanently blurred, and state action through legislative reform would undoubtedly be ineffective in light of the stark circuit split on this issue. Therefore, the federal legislature or the Supreme Court must be the one to step into the spotlight and deliver a resolution.

This Note begins with a description of the citizen journalist revolution and a brief summary of how police have responded to this trend. Thereafter, it will examine the development of wiretapping laws and identify how some of those laws have been used to prosecute citizens for recording the police. Recent cases from four circuits will then be analyzed with a particular focus on the range of inconsistent opinions. After clarifying the need for a uniform rule and defending the federal government’s reach into this field, the Note will conclude by urging the federal legislature or the Supreme Court to provide a clear resolution. A federal solution is the most effective answer to this national problem because it can lead to uniformity, predictability, and accountability. But before we begin, please consider a brief hypothetical:

Sitting at a small table on the patio of your favorite restaurant, you observe a police cruiser initiate a traffic stop on the street directly in front of you. After witnessing the initial, uneventful discussion from a distance too far to overhear, you return to your meal. Suddenly, you hear shouting from the car’s general direction, and you look up to see the police officer struggling with the driver. Then, the police officer starts to physically extract the driver from the vehicle as the driver screams out, “Stop! You are hurting me! Someone help!” Instinctively, you grab your cell phone to begin recording the incident. You are not sure who is to blame for the altercation, but the scene is certainly dramatic and the waitress is recording with her phone too.
A minute after the conclusion of the incident, you have effortlessly published the video to your Facebook, Twitter, and YouTube account for anyone to see. Can you be arrested? If so, can you be successfully prosecuted? If the arrest turns out to be improper, will you prevail on a 1983 claim? The answers, as we shall see, are far from simple.

**ACT II – BACKGROUND INFORMATION**

*Scene 1: The Rise of the Citizen Journalist*

Awakened by sirens on the night of March 3, 1991, George Holliday used a Sony Handycam to videotape arguably the most famous amateur video of all time—the police beating of Rodney King. Yet, the video was not uploaded to the Internet, it was not transferred to Holliday’s computer, and it was not emailed or sent by text message to anyone. Instead, Holliday made several efforts to find out about King’s condition and, when he failed to do so, he delivered his videocassette to a Los Angeles TV station several days later. Although the dissemination of his video seems antiquated by today’s standards, Holliday was unknowingly defining the role of the modern citizen journalist. The effect of Holliday’s efforts was so strong, in fact, that many amateur videographers documented the subsequent rioting in Los Angeles after the police officers involved in King’s beating were acquitted, “including one [video that] immortalized the beating of white truck driver Reginald Denny by black rioters.” In an instant, the citizen journalist had morphed into more than just a form of police oversight—he was reporting the good old-fashioned news. Today, whether the purpose of a recording is to galvanize support for a cause or just to create a few laughs, the resulting product is undeniably popular—for every minute in real time, there are twenty-four hours of video uploaded onto YouTube. That translates into nearly 35,000 hours of video uploaded each day. There is not
only an endless demand for these recordings, but the citizen journalist can also record and disseminate essentially cost and hassle free.

Correspondingly, with the rapid growth of technology and the social proliferation of cell phones, one can transform from ordinary citizen into a citizen journalist in a matter of seconds. Bulky video cameras have been replaced with cell phones the size and weight of a deck of playing cards, cassette tapes have been replaced by abstract memory space, and detachable batteries that used to provide only hours of power have been replaced with fixed, internal ones capable of sustaining a device for days. Moreover, video and audio recordings can be disseminated to thousands (perhaps millions) of people in a matter of seconds. Internet postings, multimedia text messages, emails, and group cloud storage represent just a fraction of the ways one can quickly share recordings with friends and the public alike. And yet, for even more exposure, citizen journalists can upload their recordings to national news websites, such as CNN’s iReport or Fox News Channel’s uReport, which have the resources to broadcast images and sounds worldwide. Some independent news websites like The Third Report are supported entirely by submissions from citizen journalists.

In effect, the news is no longer monopolized by mustached men with deep somber voices, but rather is delivered by all types of people reporting on a litany of subjects without any formal training or certification. Indeed, websites like The Third Report recognize the rise of the citizen journalist as a contributor, not just a mere cameraman on a lucky day. The mesmerizing yet tragic film of John F. Kennedy’s assassination, which was captured by pure chance by Dallas businessman Abraham Zapruder, has been replaced by pictures and videos captured with purpose: Andrew Meyer screaming “Don’t tase me, bro!” from a dozen angles, police officers indiscriminately pepper-spraying peaceful Occupy Wall Street protestors, and a
Bay Area Rapid Transit officer shooting an unarmed suspect from close range in front of a subway car full of citizen journalists. These three examples were epic moments in citizen journalism and yet they have one additional thing in common—people were recording police officers and questioning the officers’ conduct.

**Scene 2: Police Reaction**

As the citizen journalist movement gained steam, police departments aggressively responded. Numerous citizen journalists have been threatened or intimidated into ceasing or surrendering their material, leading one prominent journalist to launch his own website documenting what he calls “an epidemic crackdown against citizens with cameras.” Those citizens courageous enough to withstand the initial barrage of police intimidation are often arrested, some charged with felonies carrying a possible prison term similar to manslaughter. Others are charged with obstruction of justice, interference, failure to obey an officer, harassment, and even imaginary laws.

To support their position, opponents of a citizen’s right to record the police in public claim broad protections under the umbrellas of privacy and safety. First, opponents claim there is a need to protect the privacy of the individual officers and any sensitive information that may be unearthed during the investigatory process. If a citizen could capture this type of information through recording, they say, the preservation of evidence could be jeopardized and criminal defendants could target potential witnesses before trial. With regard to safety, opponents contend that the presence of a camera may cause officers to hesitate when making life and death choices for fear of post hoc scrutiny—recordings have already shown the power to instigate deadly riots. Moreover, opponents fear recordings may stunt efforts to recruit new officers and could jeopardize the safety of both officers and citizens at the scene. To be fair,
a citizen holding a cellphone out in front of her while recording could look similar to someone
holding a gun, literally\textsuperscript{35} and figuratively.\textsuperscript{36} And it is not hard to imagine how a citizen could
interfere with a police officer by attempting to record a clearly inappropriate situation—like a
citizen trying to record an active hostage negotiation from mere feet away. Opponents further
complain that if the citizens were allowed to freely record the police, some videos could be
intentionally taken out of context or even doctored to distort the actual events. After all, the
police have been caught doing those things themselves.\textsuperscript{37}

In response, citizens claim a First Amendment right to record public officials performing
their duties in public since “electric light is the most efficient policeman” in preventing police
misconduct.\textsuperscript{38} Chief Justice Margaret Marshall from the Massachusetts Supreme Judicial Court
recently criticized the way wiretapping laws were being used to punish “citizen watchdogs and
[to allow] police officers to conceal possible misconduct behind a ‘cloak of privacy.’”\textsuperscript{39} Many
are convinced the police must have something to hide if they do not want to be recorded while on
duty.\textsuperscript{40} Others suggest that if the government wants to preserve the legitimacy of the police and
likewise encourage law-abiding citizens, then the government’s actions must be transparent and
subject to accountability.\textsuperscript{41} As Justice Brandies noted in his oft-cited dissent from \textit{Olmstead v. United States}, “[i]f the Government becomes a lawbreaker, it breeds contempt for law; it invites
every man to become a law unto himself; it invites anarchy.”\textsuperscript{42} Police misconduct is not a dying
issue, and despite vast technological and social change since the time of Rodney King’s beating,
society continues to record the police in public as a form of oversight, especially when citizens
die at the hands of the police.\textsuperscript{43} In fact, computer programmers have created applications
specifically designed for citizens to evade police detection while recording,\textsuperscript{44} and groups like the
NAACP have explicitly encouraged its members to videotape their interactions with police
officers in spite of the law and to submit those videos to the group’s website. The fact that both sides have attempted to thwart the efforts of the other demonstrates the need for a uniform and forceful solution. In the meantime, wiretapping laws are the primary method to punish citizen journalists who refuse to stop recording, laws which many “civil libertarians call a troubling misuse of the law to stifle the kind of street-level oversight that cellphone and video technology make possible.”

ACT III – INCONSISTENT LAWS

Scene 1: Federal Wiretapping Law

In an effort to safeguard the public’s privacy in wire and oral communications, Congress enacted Title III of the Omnibus Crime Control and Safe Streets Act in 1968 [hereinafter referred to as ‘Act’ or ‘Title III’] to control the conditions under which communications could be lawfully intercepted by both state actors and private parties. While the original purpose of the Act was to prohibit audio recording, all wiretapping laws naturally extend to videotaping since videotaping inherently includes audio recording. At the time of the Act, Congress was specifically interested in helping police investigate the then-growing problem of organized crime, the operations of which were difficult to infiltrate without the use of inconspicuous wiretapping. While keeping the Supreme Court’s limitations on electronic surveillance in mind, Congress essentially created a general prohibition against intentional wiretapping save for a few enumerated exceptions.

These exceptions include (1) the one-party consent exception, where at least one party to the communication agrees to the recording; (2) the reasonable expectation of privacy exception, where one party has no reasonable expectation of privacy that the communication will not be recorded; and (3) the warrant exception for law enforcement.
these exceptions may appear to swallow the rule upon first glance, the Act’s main purpose was to protect the public from unlawful wiretapping by the hands of the snooping detective. But, because Congress felt the “cherished privacy of law-abiding citizens” was best left to the states, the Act created only a de facto minimum to be honored by the states in forming their own wiretapping laws. As expected, a wide variety of state wiretapping laws emerged and these laws created inevitable confusion and complication. Because of the growth of the warrant exception vis-à-vis modern Fourth Amendment interpretation, the citizen is ultimately the one punished for the added protection. To be sure, the strictest states have actually turned what once was a citizen’s protection against the government into the government’s protection against the citizen.

Scene 2: The States

Of the three aforementioned exceptions to the federal wiretapping statute, the level of consent is the primary element that distinguishes lenient from stringent state wiretapping laws. In short, the distinction rests on whether one party or all parties to a conversation must consent to being recorded in order for the recording to be lawful. A majority of states have generally crafted their wiretapping laws similarly to Title III, which embodies the more lenient standard requiring only one party to consent to the recording—thus a person can record his or her conversations or a conversation where one of the conversing parties has previously given consent. For example, it is a felony in Texas to record any “wire, oral, or electronic communication” unless one party to the conversation gives consent. Furthermore, Texas’ reasonable expectation of privacy exception allows a citizen to record their own conversation occurring in public with no consent, and Texas also makes it possible for an injured party to bring a civil suit against an unlawful recorder.
In contrast to the majority, the rest of the states require consent from all parties to a conversation in order for recording it to be lawful, and it is within these state laws that we find the most complexity and confusion. Eleven of these thirteen states have general two-party statutes. Maryland, for example, provides that a person can record wire, oral, or electronic communication only if that person is a party to the conversation, that person has received consent from all of the other parties, and interception is not intended to be used to commit a crime or tortious act. The original purpose of the all-party distinction was to prevent “unwarranted spying and intrusions” on someone’s privacy, but, like most of these states, Maryland’s modern wiretapping law was enacted before the creation of cellphones, miniature audio-video cameras, and handheld voice recorders. As such, these laws could not have accounted for cameras hidden in plain sight, like those “attached to helmets or embedded in cellphones.” Thus, the concept of protecting private communication continues to be eroded by today’s ever-changing technological world. As a critical example, the Patriot Act has threatened almost any reasonable expectation of privacy in electronic communication due to the voluntary exposure of such communication to third parties like Internet service providers. This erosion not only weakens the scope of private communication, but it also leaves the concept subject to inconsistent interpretation under various state laws. To make matters worse, Massachusetts and Illinois have only tightened the Gordian knot.

First, Massachusetts focuses on the two-party consent requirement and includes a prohibition on secret recording irrespective of any privacy expectations. The preamble of the current statute reasons that “the uncontrolled development and unrestricted use of modern electronic surveillance devices pose grave dangers to the privacy of all citizens of the Commonwealth, [and thus] the secret use of such devices by private individuals must be
prohibited.” When one considers the advances of technology, however, the open-surreptitious inquiry is just as precarious as a privacy interpretation because there is often nothing to distinguish an inactive cellphone from one that is secretly recording in plain sight. Moreover, the open-surreptitious determination is prone to manipulation—someone displeased with being recorded could simply claim that she never saw the microphone or cellphone, and presto: the recording transforms from open to surreptitious, from legal to illegal.

Similarly, Illinois’ wiretapping law provides that all parties to a communication must consent to any type of recording for it to be lawful—there is no inquiry into a party’s reasonable expectation of privacy as to the communication. Illinois has no concern with surreptitious recordings; rather, the state simply requires everyone’s consent. However, the statute provides a special affirmative defense for police officers acting within the scope of their duties, while the statute ironically provides harsher punishments to citizens who record the police. Accordingly, a citizen who records a police officer in public in Illinois receives a punishment automatically elevated from a Class 4 felony to a Class 1 felony with a possible prison term of up to fifteen years. While the constitutionality of this law recently has been called into question in ACLU of Illinois v. Alvarez, the resolution there is myopic and the fact remains that the variety of state laws and the interpretations of those laws have become a problem, which has been manifested by the stark circuit split.

**ACT IV – INCONSISTENT INTERPRETATION**

**Scene 1: Smith v. City of Cummings (11th Circuit, 2000)**

In 1995, James and Barbara Smith operated a small electronics repair shop in the city of Cumming, Georgia, which they had owned for about eight years. After some dramatic developments, the girlfriend of a part-time employee at the Smiths’ shop enlisted a man to
“shoot up the Smith home while the Smiths were in the house.” The man informed Mr. Smith of the plot, and the two men collectively reported the incident to the police. Because all of the records of this incident were subsequently lost by the Cumming Police Department without explanation, what happened after the men filed the report is hotly in dispute. Needless to say, the Smiths grew increasingly adverse to the Cumming Police Department, culminating with Mrs. Smith being pulled over late one night by a police officer for no apparent reason. Believing the police were improperly stopping vehicles in order to merely increase revenue, Mr. Smith utilized a police scanner to track police cruisers and began videotaping random traffic stops from public property without interfering. Displeased, the police eventually obtained an arrest warrant for Mr. Smith and burst into the Smiths’ electronics shop to effectuate the arrest. At the hearing, Mr. Smith was threatened by the court that if he continued to videotape the police performing their job then he would be jailed and held without bond—his case was dismissed.

The Smiths subsequently filed a 1983 complaint on June 18, 1997 alleging violations of their federally guaranteed rights. After having their claim disposed via summary judgment, the Smiths appealed to the Eleventh Circuit where the court concluded the Smiths had not offered sufficient evidence to prove the actions of the police rose to the level of a 1983 claim. However, the court took time to specifically note that the Smiths indeed had a First Amendment right to videotape the police in public because “the First Amendment protects the right to gather information about what public officials do on public property.” The court clarified that this right was not absolute but subject to “reasonable time, manner and place restrictions … [when] photograph[ing] and videotap[ing] police conduct.” The court went on to cite numerous cases within the jurisdiction affirming this right and noted that “the press generally has no right to information superior to that of the general public.” If we think about the hypothetical in the
introduction, it would appear you have a First Amendment right to record the police in the Eleventh Circuit so long as you abided by any reasonable time, place, and manner restrictions. So far, so good. Whether you have a claim against the police for being improperly arrested is far more complicated.

**Scene 2: Kelly v. Borough of Carlisle (3rd Circuit, 2010)**

In the decade that followed the Smith decision, there were only two federal appeals court cases to cite to it, both in the Third Circuit. On May 24, 2007, Brian Kelly was riding in his friend’s truck through Carlisle, Pennsylvania when Officer Rogers observed the vehicle speeding and initiated a traffic stop. Before the officer arrived at the window, Kelly turned on his hand-held video camera and placed it in his lap. After processing the driver’s paperwork in his patrol car, Officer Rogers returned to the truck and first noticed that Kelly was recording the incident with a video camera from the passenger seat. Officer Rogers dispossessed Kelly of the camera and called the District Attorney’s office to determine whether Kelly had violated the Wiretapping and Electronic Surveillance Control Act of Pennsylvania (“Wiretap Act”) for secretly recording him without his consent. After getting an Assistant District Attorney’s approval, Officer Rodgers arrested Kelly for violating the Wiretap Act and, despite the Officer’s recommendation for Kelly’s release on his own recognizance, the judge required bail for Kelly’s release. Unable to make bail, Kelly spent the night in jail and was released the next day when the District Attorney eventually dropped the charges. Kelly subsequently brought a 1983 claim and other claims against the police department as a result of the incident, but his claims were eliminated via summary judgment on May 4, 2009 due to the qualified immunity defense.

Kelly appealed a number of issues to the Third Circuit, including whether he had a clearly established right to videotape a police officer during a traffic stop as a passenger in the
vehicle. According to the law regarding qualified immunity, a state actor must violate a clearly established right in order to lose qualified immunity protection—a tough sell for any citizen bringing a 1983 claim. In his argument, Kelly cited a number of cases to substantiate his claim that the right to the record the police was clearly established and that a reasonable officer should have been on fair notice of the First Amendment implications. However, the court concluded there was “insufficient case law” to support a clearly established right to record the police and thus the court affirmed the officer’s qualified immunity defense. The court reasoned that because some cases announced a broad right while others suggested a narrower interpretation, the case law did “not provide a clear rule regarding First Amendment rights to obtain information by videotaping under the circumstances presented.” As such, even though Kelly lost, the court implicitly acknowledged that a uniform rule would have been helpful to clear up the confusion. Moving our hypothetical into the Third Circuit, one could very well be arrested for recording the police during a traffic stop and left with no recourse once the charges are dropped, despite having already spent a day in jail and having paid for a lawyer. Not only does this not make sense, but it also prevents a large number of people from even understanding the contours of the law—it even can victimize a lawyer.

**Scene 3: Glik v. Cunniffe (1st Circuit, 2011)**

On the night of October 1, 2007, attorney Simon Glik was walking in the Boston Common when he witnessed several police officers arresting a young man in what he considered to be an overly forceful manner. Standing on the public sidewalk by Tremont Street from a distance of about ten feet, Glik recorded the rest of the arrest with his cellphone. The police acknowledged Glik was recording them because they told him that he had taken enough pictures. When Glik confessed his phone was actually videotaping (and told one of the
officers he captured him punch the suspect), Glik claims the officers huddled together before informing him that he was under arrest for violating the Massachusetts wiretapping law that prohibits secret audio recording. Glik was also briefly charged with aiding the escape of a prisoner, but that charge was quickly dismissed for a hilarious lack of probable cause. After Glik was booked in a South Boston police station for violating the state’s wiretapping law, he filed a motion to dismiss, which the Boston Municipal Court granted. The court specifically noted that there was no probable cause to support the wiretapping charge because the state law only prohibited secret recording and Glik had openly used his cellphone given the fact that his recording device was in plain view. While the officers eventually argued that Glik’s use of a cell phone was “insufficient to put them on notice of the recording” based on a cellphone’s numerous other functions, the court rejected this theory because a cell phone’s other functions are irrelevant to the secrecy inquiry.

Glik then filed an internal affairs complaint with the police department to no avail before filing a civil rights claim in District Court in February 2010. The police department moved to dismiss Glik’s complaint for failure to state a claim, and the court heard oral arguments on the motion. After argument, the Court denied the police department’s motion and concluded, “the First Amendment right publicly to record the activities of police officers on public business is established.” On appeal to the First Circuit, the police officers asserted a qualified immunity defense, but the court rejected the defense after cataloguing “the decisions of numerous circuits and district courts” that recognize the clearly established First Amendment right to film government officials in public spaces. Moreover, the court noted that police officers are already expected to endure “significant amount[s] of verbal criticism and challenge,” so the same restraint must be similarly expected from police officers when they are being videotaped in a
lawful manner. In the end, Glik was awarded almost $200,000 in a civil settlement with the City of Boston. If we now place the hypothetical in the First Circuit, it appears the act of recording is legal in the First Circuit so long as one does so completely in the open. Yet, this case illustrates the complexities embodied by wiretapping laws based on the undefined and malleable standard of “secret” recording. Much as in Kelly, the factual question as to whether a small, sleek cellphone was openly or surreptitiously recording is open to manipulation notwithstanding the First Circuit’s rejection of the officers’ claim of lack of notice. While Glik seems to suggest a movement toward recognizing the clearly established right to record the police under certain reasonable limitations, the next case demonstrates that bitter dissention still exists.

**Scene 4: ACLU of Illinois v. Alvarez (7th Circuit, 2012)**

In early 2010, the American Civil Liberties Union of Illinois (ACLU) designed a program to openly make audio-visual recordings of Illinois police officers with the intention of publishing those recordings across all forms of media to detect and deter police misconduct. According to the group’s stated purpose, the ACLU wanted to

audio record police officers, without the consent of the officers, when (a) the officers are performing their public duties, (b) the officers are in public places, (c) the officers are speaking at a volume audible to the unassisted human ear, and (d) the manner of recording is otherwise lawful.

While the ACLU has always been known to defend and expand rights under the law, the ACLU takes a special interest in monitoring police conduct. In Illinois, police officers and state’s attorneys regularly arrest and prosecute citizens for violating the Illinois Eavesdropping Act when those citizens make audio recordings of police officers performing their duties in public. Accordingly, the ACLU sought declaratory and injunctive relief with respect to the Illinois Wiretap Act before implementing their program.
Upon appeal to the Seventh Circuit, the court found that the government’s interest in protecting conversational privacy was not implicated when police officers were performing their duties in public and speaking at volumes audible to the unassisted ear of a bystander. Because the law as written restricted far more speech than was “necessary to protect legitimate privacy interests,” the court granted the ACLU a preliminary injunction enjoining the State’s Attorney from using the Illinois Wiretap Act to prosecute ACLU employees pursuant to the ACLU program. On remand, the District Court entered a permanent injunction against the State’s Attorney and granted the ACLU’s motion for summary judgment because the “eavesdropping statute as applied to the ACLU program … violates the First Amendment.” While the ruling technically only applies to the ACLU and its employees or agents, it firmly establishes a connection between the First Amendment and a citizen journalist’s right to record the police performing their duties in public. What this ruling does not do, however, is address the law applied to surreptitious recording of police. Indeed, the Seventh Circuit’s opinion noted it was “not suggesting that the First Amendment protects only open recording. The distinction between open and concealed recording, however, may make a difference … because surreptitious recording brings stronger privacy interests into play.” The Supreme Court ultimately denied certiorari, and the issue remains unsolved on a national scale.

In dissent at the Seventh Circuit, Judge Posner furiously chastised the majority for allowing “‘civil liberties people’ [to tell the] police officers how to do their jobs” and ignoring blatant privacy and public safety interests. While conceding the police likely have no right to privacy when performing their duties in public, Judge Posner instead pointed to the privacy of the civilians that the police interact with—suspects, bystanders, nosy bloggers, legitimate media personnel, crime victims, citizens looking for directions, and witnesses reporting a crime.
Furthermore, Judge Posner argued for protection of the social value of public safety, which he believed would be compromised if police officers started hesitating upon seeing a recording device in the hands of a stranger. On balance, the dissent symbolizes the continuous and unresolved disagreement between jurists and jurisdictions on the issue of recording the police in public. Yet, if this case is any indication, it would appear that eventually one could record the police under the circumstances illustrated by the introductory hypothetical if located in the Seventh Circuit—so long as Judge Posner has not gained the upper hand by then.

**ACT V – A FEDERAL SOLUTION**

*Scene 1: The Need*

There is no doubt the First Amendment is implicated to some extent when a citizen chooses to record the police in public, and it should come as no surprise that state wiretapping laws that prohibit such recordings have been found to be unconstitutional. After all, wiretapping laws are rarely used the way they were originally intended—to protect the privacy of the citizen from a snooping detective. Instead, the roles have been reversed and state prosecutors are now brandishing punishments wholly disproportionate to the severity of a citizen’s crime. Public compliance with a law is closely connected to what acts a community believes should be punished: “the more the law is in line with such community norms, the more likely it is that community members will voluntarily comply with the law.” Baltimore criminal defense attorney Steven D. Silverman concurs that wiretapping laws are being used improperly when they criminalize the act of recording the police because the laws are “more [about] ‘contempt of cop’ than the violation of the wiretapping law.” Even if the charges are ultimately dropped, the expense and humiliation of being arrested coupled with the low probability of succeeding on a civil rights claim against the police serves as a chilling effect on otherwise free speech. At its
core, many police officers simply are not ready to cede power to the citizen in the form of the video recorder, yet citizens have been awarded substantial settlements resulting from wrongful arrests for recording the police.\textsuperscript{137}

Thus, the stage is set for a federal solution. A uniform rule not only solves the inconsistency of different state laws, but it also educates the police, citizens, and prosecutors about the contours of the law ahead of time to ensure its proper application. While states generally control the application of their own police powers,\textsuperscript{138} electronic communication has been regulated by the federal government for decades, dating at least as far back as the implementation of Title III itself. And while it is always controversial when federal law preempts conflicting state law, Title III has already set the precedent to do so and “the federal government’s occupation of the field of regulating electronic communications is so pervasive” as to justify continued preemption.\textsuperscript{139} Before crafting a unified answer, however, safety and privacy interests must be considered for the officer and the citizen.

\textbf{Scene 2: Safety Concerns}

First, the mere presence of another person—the citizen journalist—at a dangerous situation involving a police officer and a suspect inherently creates safety risks for everyone involved. It is undeniable that police officers have the right to maintain a zone of safety around them during the normal course of their duties, including when they secure crime or accident scenes.\textsuperscript{140} But, the citizen might intrude in a quest for a better camera shot, or the citizen may just be in the wrong place at the right time.\textsuperscript{141} By encroaching into the officer’s safety perimeter, deliberately or inadvertently, the citizen journalist ends up threatening someone who has been trained to protect himself with deadly force.\textsuperscript{142} Thus, the nature of the police officer’s
job necessarily requires that the officer be afforded a threshold level of safety from physical invasion.

Second, officers might hesitate in dangerous situations if they are consumed by the idea that all of their actions will be recorded, disseminated around the world, and subject to post hoc criticism; “hesitation could prove tragic for either the officers or citizens.” According to Jim Pasco, director of the Fraternal Order of Police, recording devices have had “a chilling effect on some officers who are afraid to act for fear of retribution by video.” Such a concern may seem justified, given the events that unfolded after the airing of the Rodney King video, but the actions of the police there were reprehensible and hopefully an outlying example. Officers acting properly should be able to overcome hesitating during emergency situations once they have grown accustomed to having their actions recorded and criticized, just as they have adapted to being recorded during some searches and custodial interrogations. In fact, many police departments already utilize dashboard cameras to record traffic stops and those videos have benefited the police in a number of ways. The city of Albuquerque goes so far as to equip their uniform officers with lapel cameras. Some of these videos have been instrumental in providing exculpatory evidence for wrongly accused officers, and others have provided clear evidence of wrongdoing to aid the investigation of officer misconduct. These videos also have the potential to serve as training videos or performance reviews. Finally, there is also evidence that the presence of a recording device deters criminal activity and deescalates potentially dangerous situations; police have long recognized that dash cameras have “aided in calming tense situations during traffic stops.” Why should the effect of the camera not work both ways to deter citizen violence and police misconduct alike? “If the police officers are subject to the lens of a camera (and all of the “intimidations” that come along with it), it should not matter who
is standing behind it.\textsuperscript{150} After all, police officers are not the only ones whose safety is important in these dangerous situations.

Advocates of a citizen’s right to record first point to the voluminous record of police abuse against citizens and contend that recordings have forced meaningful changes as to how the police use their power when interacting with citizens. John Burris, a civil rights lawyer, believes that recordings have also narrowed the “credibility gap” between police and their accusers; police officers are often afforded the benefit of the doubt when squared off against a citizen accusing the officer of abuse in court.\textsuperscript{151} Burris believes the recordings can level the playing field: “The camera, increasingly, is offering a shock to the consciousness.”\textsuperscript{152} To be sure, the Rodney King video proved to be a crucial piece of evidence in the federal investigation of the officers responsible for King’s beating because the officers involved had fabricated the official report.\textsuperscript{153} King’s testimony would have been no match against numerous police officers echoing a single, consistent story. This so-called “Blue Code of Silence” protects officer misconduct because other officers will refuse to report it in an effort to promote loyalty and brotherhood.\textsuperscript{154} In fact, “contemporary police culture often \textit{demands} that officers lie or conceal the truth to protect their own … [because] the police ‘Blue Code of Silence’ is an ‘embedded feature of police culture.’”\textsuperscript{155} Other commentators have identified the practice in the courtroom setting as “testifying” and discovered the practice is not only widespread but also widely known.\textsuperscript{156} Consequently, the countervailing interest of the citizen’s safety against the abuse of the police officer coupled with the near ubiquitous use of recording devices by the police reasonably supports extending the right to record to the citizen.
Scene 3: Privacy Implications

In addition to safety concerns, however, there are legitimate privacy issues at issue if citizen journalists are granted the right to record the police performing their official duties in public. Certainly the citizen journalist should not be granted power to record police officers in private settings or when officers are not on duty, but there is no reason officers should expect privacy when working in public. In defining the limits of a citizen’s expectation of privacy from governmental searches under the Fourth Amendment, Justice Harlan in his concurrence in Katz created a two-prong test to determine whether a right to privacy has been violated: did the person have a subjective expectation of privacy, and, if so, is this expectation of privacy one that society is willing to recognize as reasonable?\textsuperscript{157} Furthermore, the Supreme Court has held that there is no privacy protection for information a person “knowingly exposes to the public.”\textsuperscript{158} While this doctrine refers to a citizen’s protection against the government and this Note largely addresses the converse situation, Fourth Amendment privacy principles represent the highest level of protection one can receive. In fact, some state and appellate courts have found that police officers have a reduced expectation of privacy due to the nature of their public occupation\textsuperscript{159} and “the public’s interest in monitoring police for abuses of power.”\textsuperscript{160} Therefore, if the citizen’s right to record the police in public clears the doctrinal hurdles imposed against the government, then surely such a right can withstand lesser scrutiny.

Likewise, given the advances and prevalence of technology, it should not be a surprise that someone may be recording activity in public. As mentioned above, police have been able to record their encounters with citizens through dash cameras for some time, but cameras are also located in a wide variety of public spaces.\textsuperscript{161} And so many other professions are subjected to video surveillance to prevent misconduct that police officers should reasonably expect to be
subject to scrutiny and accountability given modern technology.\textsuperscript{162} The Supreme Court noted this fact in \textit{Kyllo v. United States}\textsuperscript{163} where the Court held that as intrusive technology becomes more common, there is a reduction in the reasonable expectation of privacy that the new technology will not infringe upon Fourth Amendment privacy.\textsuperscript{164} Again, while these Fourth Amendment concepts concern a citizen’s privacy from governmental intrusion, there is no reason why these privacy principles should not apply equally to police officers performing their duties as public officials in public spaces.

The Framers’ purpose behind the Fourth Amendment was to combat the dangers of tyranny and to provide a check on central authority, and there is no better way to ensure those protections than through citizen recording of officer conduct. In the 1763 case of \textit{Wilkes v. Wood},\textsuperscript{165} which the Supreme Court has attributed to be the primary motivation behind the Fourth Amendment,\textsuperscript{166} Chief Justice Pratt criticized a series of general warrants that were aimed at seizing citizens responsible for creating pamphlets that derided government officials and their governmental policies.\textsuperscript{167} While the full reasoning behind that opinion is beyond the scope of this Note, Pratt concluded that power to issue such general warrants was “‘totally subversive of the liberty of the subject.’”\textsuperscript{168} News of \textit{Wilkes} and other general warrant cases spread quickly through the American colonies as the colonial press stoked the popular belief that such warrants were oppressive.\textsuperscript{169} By the time the Fourth Amendment was finally ratified, however, the Framers were concerned with more than just general warrants. At bottom, they sought an objective rubric to regulate law enforcement. Here, the practice of recording the police in public is completely consistent with the Framer’s intent behind the Fourth Amendment because citizens are more likely to be secure from unlawful searches and seizures when they are afforded the
opportunity to monitor and record the activities of law enforcement. As such, banning the practice is utterly inconsistent with the Fourth Amendment.\textsuperscript{170}

A question does remain, however, as to the privacy interests of a citizen whose interaction with a police officer is recorded. As noted by Judge Posner, “[p]olice may have no right to privacy in carrying out official duties in public …. But the civilians they interact with do.”\textsuperscript{171} He added, “the person conversing with the police officer may be very averse to the conversation’s being broadcast on the evening news or blogged throughout the world.”\textsuperscript{172} These arguments are not without merit, but a citizen seeking out an officer for a private conversation can often ensure that the conversation takes place in a private location, such as in the police officer’s squad car or in another room.\textsuperscript{173} Moreover, the policy considerations for allowing a citizen to record the police in public arguably overrides any incidental effects on another citizen who happens to interact with the police in public; the core purpose of the right to record is to protect the citizen and tort law already exists to protect citizens from each other. As for those citizens who have no choice but to interact with a police officer when they are arrested in public, their privacy considerations are automatically reduced because “an arrest is not a ‘private’ event.”\textsuperscript{174} “An encounter between law enforcement authorities and a citizen is ordinarily a matter of public record. To speak of an arrest as a private occurrence seems … to stretch even the broadest definitions of the idea of privacy beyond the breaking point.”\textsuperscript{175} The ubiquity of recording devices today simply makes it unreasonable for police officers or citizens to expect that their actions will never be recorded. The question now is how to create and implement a consistent and unified rule.
Scene 4: The Federal Legislature

Just as Title III set a minimum level of protection that the states had to honor when creating their own wiretapping laws, the federal legislature could provide an amendment to Title III that provides a minimum level of protection for the citizen journalist and clarifies the citizen’s First Amendment right to record the police in public. After the initial implementation of Title III, those states that enacted further limitations (such as the two-party consent rule) were interested in providing citizens with more protection than the federal government had mandated. Likewise, after the implementation of this proposed amendment, states will be free to provide citizens with greater rights regarding recording the police—more opportunities to film. Specifically, there should be a “Police in Public” exception. Such an exception could read as follows:

A person may record and disseminate audio/video recordings of police officers who are executing their official duties in public or in private, provided that the person is lawfully on the premises. Such recording is subject to tort law.176

This language not only recognizes that a citizen must not unlawfully interfere with the officer’s performance of her duty, but it also continues the privacy protections that are protected by the current tort law. While tort law punishes (and likely chills) some opportunities to record and disseminate information, it does so only in extreme circumstances where the seizing of private information would be highly offensive to a reasonable person.177 Relevant to our issue here, the Second Restatement of Torts specifically notes that there is no liability when a person publicizes something that “the plaintiff himself leaves open to the public eye.”178 Moreover, even if intimate private details are published and they are highly offensive to an ordinary and reasonable man, the publisher can still avoid tort liability if the matter is a legitimate public interest.179 Dissemination of public police activity is undoubtedly a legitimate public interest and
thus the proposed amendment remains consistent to the purpose and scope of common law privacy. While the aforementioned amendment to Title III would be an effective solution to the citizen’s right to record, the process of approving and implementing it casts doubts on the efficiency of its execution.

First, a federal legislative solution will be difficult to implement because it will require a majority vote during a time of bitter disagreement along party lines. David Wessel from the Wall Street Journal notes that Congressional members consistently put their political party’s interests “above all else and vote accordingly” partly because cable television and websites “mak[e] it easier for voters to find information that confirms their [political] views.”180 In short, members of Congress are aware how powerful the news media can be relative to their reelection campaigns while paradoxically remaining insensitive to the contributions of citizen journalists. Even still, some state legislators have embarked on their own efforts to resolve the issue.

Connecticut was the first state to consider legislation that would guarantee the right of the citizen to record police activity in public.181 Specifically, the proposed state bill would have created civil liability for police officers who interfered with a citizen’s efforts to record police officers performing their official duties in public.182 The bill’s sponsor, Senate Majority Leader Martin Looney, put forth the bill because he was concerned about several local cases in which citizens were being criminally prosecuted for recording police activity from lawful locations.183 While the original bill was narrowly written to impose civil liability on police officers who interfered with a citizen’s efforts to record them, the bill was eventually diluted by broad exceptions for the police.184 Yet, even though the proposed amendment provided ample exceptions for public safety, privacy interests of the police and crime victims, and crime scene integrity, the Connecticut Police Chiefs Association (among others) still aggressively opposed
the bill. While the bill passed the state Senate, it nevertheless failed to pass the House in the 2011 general session; Senator Looney pointed to time constraints rather than the bill’s merits as the reason for its failure. In any event, it was still evidently clear that the police in Connecticut were directly opposed the measure and were willing to voice their disapproval in the political forum.

Likewise, a second reason that a federal solution would be difficult to implement is that the police are a powerful lobby in the United States political process, and they have the power to jeopardize a politician’s reelection campaign. While very few federal legislators would voluntarily risk being labeled as someone who is against the police, one remains undeterred. United States Representative Edolphus Towns from New York attempted to introduce a concurrent resolution in the House of Representatives in 2010 that would have given “members of the public … a right to … make video or sound recordings of the police during the discharge of their public duties.” While concurrent resolutions do not have the force of law, the efforts by Representative Towns demonstrate a willingness on the part of at least one legislator to address the unjustified arrests and prosecutions of citizen journalists. Although the police lobby did not explicitly oppose Representative Towns’ bill (likely because it lacked any force of law), it only makes sense to assume it would aggressively object thereby contributing to the legislation’s delay or demise. Accordingly, the most efficient and effective method to implement changes to a citizen’s right to record the police in public is in the hands of the nine Supreme Court Justices.

**Scene 5: The Supreme Court of the United States**

Obviously, the initial problem with hoping for a Supreme Court ruling is that the Court can only issue rulings based on the cases that are submitted to it. Dating all the way back to
Marbury v. Madison, the Supreme Court has been prohibited from issuing advisory opinions and can only issue opinions for actual cases and controversies. While the Court hears less than one hundred cases each year through the process of granting certiorari, and has repeatedly refused to hear cases involving a citizen’s right to record the police, the appeals continue to pour in. In 1989 in Florida Star v. BJF, the Court explained its choice to avoid resolving such contests between First Amendment rights and the right to privacy: “We continue to believe that the sensitivity and significance of the interests presented in clashes between First Amendment and privacy rights counsel relying on limited principles that sweep no more broadly than the appropriate context of the instant case.” In other words, the Court wanted to refrain from issuing broad rules that reconciled the battle between the First Amendment and privacy.

But, Fourth Amendment privacy and First Amendment free speech are supporting a citizen’s right to record the police in public together—they are no longer opponents but allies. Indeed, the citizen journalist’s First Amendment right to gather and disseminate information is bolstered by Fourth Amendment’s prohibition against unlawful searches and seizures. When police officers arrest individuals merely for recording them and confiscate their recording device, the police are quintessentially searching and seizing the citizen in conflict with the Fourth Amendment. While this Note concedes that the right to record the police may not be currently clarified to justify damages under 1983 claim, there is ample precedent to justify a recognition of Fourth Amendment protection for the citizen journalist coupled with the right to free speech under the First Amendment. Moreover, vast changes to technology and social underpinnings have occurred over the past twenty-plus years. Those changes should compel the Court to think about taking a second look at the narrow issue of a citizen’s right to record, a national issue which has fractured the circuits and individual courts. The Court will have plenty of
opportunities to grant certiorari in the coming years, and this Note urges the Court to address the issue sooner rather than later.

**ACT VI – CONCLUSION**

There would be a profound advantage to having “a consistent law … that applies uniformly across all fifty states.” If unresolved though, the question of a citizen’s right to record the police in public will be an enduring problem because cellphone cameras have reached almost worldwide ubiquity. A federally mandated rule that clarifies the contours and limitations of the right to record will not only spare the courts from contentious litigation about qualified immunity or open-surreptitious inquiries, but it will also educate all of the necessary actors in hopes of ensuring the law’s proper application. When citizens are arrested for recording the police only to be subsequently released when the charges are dropped, serious incidental effects take place—the citizen is forced to endure an improper arrest and detainment; police officers expend limited resources by arresting, transporting, and booking innocent people; and courts and prosecutors waste time reviewing worthless cases before inevitably disposing of them. Moreover, the ambiguity of a citizen’s right to record the police casts a growing shadow on the legitimacy of government. Distrust of the police is bad policy, and the low cost and minimal effort required to record the police means the ability to record will only continue to grow. Furthermore, the unified support of the First and Fourth Amendment demonstrates there is simply no reasonable explanation for denying a citizen the right to record the police in public other than the law’s delay. Because change on a state-by-state basis or through Congress is likely to be neither efficient nor adequate, the Supreme Court should be the one to act.
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